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Hiscox verpflichtet sich, Ihre Privatsphére zu schiitzen. Diese Datenschutzerkldrung
(,Erklarung"“) beschreibt die Einzelheiten zu den Daten, die wir von lhnen verarbeiten,
und wie wir diese Daten verarbeiten. Bitte nehmen Sie sich die Zeit, diese Erklarung
sorgfaltig durchzulesen. Wenn Sie eine Website von Hiscox nutzen, sollte dieser Hinweis
zusammen mit den Website-Bedingungen gelesen werden.
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I. Uber uns
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Hiscox ist ein internationales Versicherungsunternenhmen. Wir bieten Versicherungen fiir
Privatpersonen, Unternehmen und andere Versicherer an. Dies erreichen wir, indem wir
Versicherungen sowohl selbst als auch bei anderen Versicherern anbieten.

Der Schutz lhrer Privatsphére sowie der Schutz Ihrer personlichen Angaben ist uns ein
wichtiges Anliegen. Wir werden unsere Datenschutzgrundsatze der Entwicklung des Daten-
schutzes und der Sicherheitstechnik kontinuierlich anpassen und weiter verbessern.

Um lhnen ein Angebot machen und eine Versicherung anbieten zu kénnen und um etwaige
Anspriiche oder Beschwerden bearbeiten zu kdnnen, miissen wir Daten (iber Sie erheben und
verarbeiten. Dies macht das jeweilige Hiscox-Unternehmen zum ,Verantwortlichen®. In dieser
Erklarung verwenden wir die Begriffe ,wir" oder ,uns“ oder ,Hiscox“ und beziehen uns auf das
Unternehmen, das als Verantwortlicher fir lhre Informationen handelt.

Die datenschutzrechtlich verantwortliche Stelle fiir Deutschland ist die Hiscox SA, Nieder-
lassung flr Deutschland, Bernhard-Wicki-StraBe 3, 80636 Miinchen. Wenn Sie Fragen haben,
konnen Sie uns auch jederzeit per Telefon 0049 89 545801 100 oder per E-Mail an
dataprotectionofficer@hiscox.com kontaktieren. Unter https://www.hiscox.de/datenschutz-
unterrichtung/ finden Sie immer die aktuellste Fassung der vorliegenden Datenschutz-
erklarung.

II. Uber den Ver-
sicherungsmarkt

Versicherung ist das Blindeln und Teilen von Risiken, um Schutz vor einer méglichen
Eventualitdt zu bieten. Um dies zu erreichen, miissen Informationen, einschlieBlich lhre
personenbezogenen Daten, unter den verschiedenen Versicherungsmarktteilnehmern
weitergegeben werden.

IIl. Welche personen-
bezogenen Daten
erheben und verar-

beiten wir?

Die personenbezogenen Daten, die wir erheben, hangen von Ihrer Beziehung zu uns ab. Wir
erheben verschiedene personenbezogene Daten, abhdngig davon, ob Sie Inhaber einer

Hiscox-Police, ein Beglinstigter gemaB einer Hiscox-Versicherungspolice, ein Anspruchsteller,
ein Zeuge, ein Makler oder ein sonstiger Dritter sind.

Unter bestimmten Umsténden knnen wir besondere Kategorien personenbezogener Daten
(nachfolgend: ,sensible personenbezogene Daten®) tiber Sie anfordern und/oder erhalten.
Beispielsweise kdnnten wir, falls es relevant ist, Zugriff auf Informationen dber Ihre Gesund-
heit bendtigen, um Ihnen ein Angebot zu machen, Ihnen lhre Versicherungspolice bereitzu-
stellen, oder um Anspriiche zu bearbeiten, die Sie erheben.

Wenn Sie uns personenbezogene Daten (iber andere Privatpersonen (z.B. Mitglieder Ihrer
Familie) zur Verfiigung stellen, erkldren Sie, dass Sie die Privatperson tber den Inhalt dieser
Erkldrung informieren und jede erforderliche Zustimmung fiir die Verarbeitung der personen-
bezogen Daten der Privatperson gemaB dieser Erkldrung einholen werden.

Bitte klicken Sie auf den entsprechenden Abschnitt unten, um néhere Informationen tber die
Arten personenbezogener Daten zu erhalten, die wir unter verschiedenen Umstdnden wahr-
scheinlich tiber Sie erheben und verarbeiten werden.

Inhaber einer Police oder Begiinstigter geméB einer Versicherungspolice

Dieser Abschnitt gilt, wenn Sie eine Versicherungspolice direkt oder tber einen
bevollméchtigten Vermittler bei uns beantragen oder diese abschlieBen (z. B. eine
Hausratspolice), oder wenn Sie als Antragsteller oder Beglinstigter gemés einer Police
aufgefihrt sind, die ein anderer bei uns abgeschlossen hat (z. B. ein benannter Fahrer
bei einer Kfz-Police).

1. Personenbezogene Daten

° Allgemeine Informationen, wie etwa Ihr Name, |hre Adresse, Kontaktdaten,
Geburtsdatum, Geschlecht und Beziehung zum Inhaber der Police (wenn Sie
nicht der Inhaber der Police sind).
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. |dentifikationsangaben, wie etwa Sozialversicherungs-, Reisepass- oder Fiihrer-
scheinnummer.

. Informationen tiber Ihren beruflichen Status, insbesondere Stellenbezeichnung,
Ihren Status als Geschaftsflihrer oder Partner, beruflichen Werdegang, Aus-
bildungswerdegang und Berufszulassungen.

o Informationen, die fir lhre Versicherungspolice relevant sind, insbesondere
Angaben von friiheren Versicherungspolicen und Schadensverlauf. Dies hangt
von der Art der Police ab, die Sie bei uns abschlieBen. Wenn Sie beispielsweise
eine Hausrat- oder Gebéudeversicherung abschlieBen, kdnnen wir Informationen
erheben und verarbeiten, die sich auf Ihr Eigentum beziehen, oder wenn Sie eine
Vermdgensschadenhaftpflichtversicherung abschlieBen, kénnen wir Informationen
erheben und verarbeiten, die sich auf berufliche Tatigkeit beziehen.

° Informationen, die fiir einen Anspruch, den Sie erheben, oder eine Beschwerde,
die Sie einreichen, relevant sind. Dies hdngt von der Art des erhobenen
Anspruchs oder der eingereichten Beschwerde ab. Wenn Sie beispielsweise
einen Anspruch nach einem Verkehrsunfall erheben, kdnnen wir personenbe-
zogene Daten verarbeiten, die sich auf Ihr Fahrzeug und die benannten Fahrer
beziehen.

° Finanzinformationen, wie etwa Ihre Bankverbindung, Zahlungsdaten und Infor-
mationen, die durch unsere Kreditprifungen erhalten werden. Dies kann Einzel-
heiten zu Beschliissen zur Er6ffnung eines Konkursverfahrens, individuellen frei-
willigen Vereinbarungen oder zu Gerichtsurteilen umfassen.

° Informationen (einschlieBlich Fotos), die wir aufgrund der Durchfiihrung von
Prifungen 6ffentlich zugénglicher Quellen, wie Zeitungen und Social Media-
Seiten, erhalten, zum Beispiel wenn wir betrligerische Aktivitdten vermuten oder
diese fiir die Risikoeinschatzung relevant ist.

° Informationen, die wir aufgrund der Priifung von Sanktionslisten erhalten.

° Informationen, wie etwa IP-Adresse und Browserverlauf, die wir aufgrund unserer
Verwendung von Cookies erhalten. Weitere Informationen dartiber erhalten Sie
in unserer Cookie-Richtlinie, die Sie unter
https://www.hiscox.de/datenschutzunterrichtung/ einsehen konnen.

° Informationen, die wir wahrend Telefonaufzeichnungen erhalten haben.
° Ihre Marketing-Préferenzen und Einzelheiten zu Ihrer Kundenerfahrung mit uns.
2. Sensible personenbezogene Daten

° Informationen, die sich auf strafrechtliche Verurteilungen beziehen (einschlieBlich
Straftaten, mutmasBlicher Straftaten und Gerichtsurteile oder nicht verbiiBter
Strafen).

° Falls relevant, Angaben zu Ihrem gegenwdrtigen und frilheren Gesundheits-
zustand.

° Unter bestimmten Umstanden kdnnen wir weitere sensible personenbezogene
Daten verarbeiten, einschlieBlich Angaben zu Ihrer Rasse, ethnischen Zugehorig-
keit, Inren religiésen oder philosophischen Uberzeugungen, politischen Meinun-
gen, Ihrer Gewerkschaftsmitgliedschaft, Ihren genetischen oder biometrischen
Daten oder Angaben bezliglich Ihres Sexuallebens oder Ihrer sexuellen Orien-
tierung, falls dies fiir Inre Police oder Ihren Anspruch relevant ist. Wir konnen
beispielsweise Informationen verarbeiten, die sich auf Ihre Gewerkschaftsmit-
gliedschaft beziehen, wenn Sie bei uns eine Police iiber Ihr Gewerkschaftsorgan
abschlieBen, und wir kdnnen Informationen verarbeiten, die sich auf Ihre religios-
en Uberzeugungen beziehen, falls diese im Rahmen Ihrer medizinischen Be-
handlung relevant sind.
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Drittanspruchsteller gemaB Hiscox-Versicherungspolice

Dieser Abschnitt gilt, wenn Sie einen Anspruch in Bezug auf einen Dritten
erheben, der eine Hiscox-Versicherungspolice hat. Wenn Sie beispielsweise an
einem Verkehrsunfall mit einem Dritten beteiligt sind, der bei uns versichert ist.

1. Personenbezogene Daten

Allgemeine Informationen, wie etwa Ihr Name, |hre Adresse, Kontaktdaten,
Geburtsdatum und Geschlecht.

Identifikationsangaben, wie etwa Ihre Sozialversicherungs-, Reisepass- oder
Flihrerscheinnummer.

Informationen (iber Ihre Arbeit, einschlieBlich Stellenbezeichnung, Ihres Status
als Geschaftsfiinrer oder Partner, beruflichen Werdegangs, Ausbildungswerde-
gangs und Berufszulassungen.

Informationen, die fiir Ihren Anspruch relevant sind. Dies hangt von der Art des
Anspruchs, den Sie erheben, ab. Wenn Sie beispielsweise einen Anspruch nach
einem Verkehrsunfall erheben, konnen wir personenbezogene Daten verwenden,
die sich auf Ihr Fahrzeug und die benannten Fahrer beziehen.

Informationen, die sich auf friihere Versicherungspolicen oder Anspriiche
beziehen.

Finanzinformationen, wie etwa Ihre Bankverbindung und Zahlungsdaten.

Informationen (einschlieBlich Fotos), die wir aufgrund der Durchfilhrung von
Prifungen 6ffentlich zugénglicher Quellen, wie Zeitungen und Social Media-
Seiten, erhalten, wenn wir betriigerische Aktivitaten vermuten.

Informationen, die wir aufgrund der Priifung von Sanktionslisten erhalten.

Informationen, wie etwa IP-Adresse und Browserverlauf, die wir aufgrund unserer
Verwendung von Cookies erhalten. Weitere Informationen dartiber erhalten Sie in
unserer Cookie-Richtlinie, die Sie unter
https://www.hiscox.de/datenschutzunterrichtung/ einsehen konnen.

Informationen, die wir wahrend Telefonaufzeichnungen erhalten haben.

2 Sensible personenbezogene Daten

Informationen, die sich auf lhre strafrechtlichen Verurteilungen beziehen (ein-
schlieBlich Straftaten, mutmaBlicher Straftaten und Gerichtsurteile oder nicht
verbiBter Strafen aus strafrechtlichen Verurteilungen).

Falls relevant, Angaben zu lhrem gegenwartigen und friiheren Gesundheitszu-
stand. Das kann zum Beispiel bei der Bearbeitung von Schadenersatzanspriichen
gegentiber Versicherungsnehmern im Rahmen einer Betriebs- oder Privathaft-
pflichtversicherung erforderlich sein.

Unter bestimmten Umsténden konnen wir weitere sensible personenbezogene
Daten verarbeiten, einschlieBlich Angaben zu lhrer Rasse, ethnischen Zugehérig-
keit, Inren religidsen oder philosophischen Uberzeugungen, politischen Meinun-
gen, Ihrer Gewerkschaftsmitgliedschaft, Ihren genetischen oder biometrischen
Daten oder Angaben bezliglich Ihres Sexuallebens oder Ihrer sexuellen Orien-
tierung, falls dies fiir hren Anspruch relevant ist. Wir kdnnen beispielsweise Infor-
mationen verarbeiten, die sich auf lhre religiésen Uberzeugungen beziehen, falls
diese im Rahmen Ihrer medizinischen Behandlung relevant sind.
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Dritter gemaB einer gewerblichen Versicherungspolice oder einer Versicherungspolice,
die wir einem anderen Versicherer anbieten

Dieser Abschnitt gilt, wenn Ihre Informationen in Bezug auf eine gewerbliche
Versicherungspolice verarbeitet werden, die von einem Dritten unterhalten wird
(z.B. wenn Sie ein Mitglied der Besatzung auf einem Schiff oder in einem Flug-
zeug sind, das wir versichern), oder wenn lhre Informationen in Bezug auf eine
Versicherungspolice verarbeitet werden, die wir einem anderen Versicherer
anbieten.

1. Personenbezogene Daten

Allgemeine Informationen, wie etwa Ihr Name, |hre Adresse, Kontaktdaten,
Geburtsdatum und Geschlecht.

Identifikationsangaben, wie etwa Ihre Sozialversicherungs-, Reisepass- oder
Flihrerscheinnummer.

Informationen (iber Ihre Arbeit, einschlieBlich Stellenbezeichnung, Ihres Status als
Geschéftsfihrer oder Partner, beruflichen Werdegangs, Ausbildungswerdegangs
und Berufszulassungen.

Informationen, die flir einen erhobenen Anspruch relevant sind.

Informationen, die sich auf friihere Versicherungspolicen oder Anspriiche
beziehen.

Finanzinformationen, wie etwa Ihre Bankverbindung und Zahlungsdaten.

Informationen (einschlieBlich Fotos), die wir aufgrund der Durchfilhrung von
Prifungen offentlich zugénglicher Quellen, wie Zeitungen und Social Media--
Seiten, erhalten, wenn wir betriigerische Aktivitaten vermuten.

Informationen, die wir aufgrund der Priifung von Sanktionslisten erhalten.

Informationen, wie etwa IP-Adresse und Browserverlauf, die wir aufgrund unserer
Verwendung von Cookies erhalten, die Sie unter
https://www.hiscox.de/datenschutzunterrichtung/ einsehen konnen

Informationen, die wir wahrend Telefonaufzeichnungen erhalten haben.

2 Sensible personenbezogene Daten

Informationen, die sich auf lhre strafrechtlichen Verurteilungen beziehen (ein-
schlieBlich Straftaten, mutmaBlicher Straftaten und Gerichtsurteile oder nicht
verbiBter Strafen aus strafrechtlichen Verurteilungen).

Falls relevant, Angaben zu Ihrem gegenwartigen und friiheren Gesundheits-
zustand.

Unter bestimmten Umsténden konnen wir weitere sensible personenbezogene
Daten verarbeiten, einschlieBlich Angaben zu lhrer Rasse, ethnischen Zugehérig-
keit, Inren religidsen oder philosophischen Uberzeugungen, politischen Meinun-
gen, Ihrer Gewerkschaftsmitgliedschaft, Ihren genetischen oder biometrischen
Daten oder Angaben bezliglich Ihres Sexuallebens oder Ihrer sexuellen Orien-
tierung, falls dies fiir die Police relevant ist. Wir kdnnen beispielsweise Informa-
tionen verarbeiten, die sich auf hre religidsen Uberzeugungen beziehen, falls
diese im Rahmen Ihrer medizinischen Behandlung relevant sind.

Zeugen bei einem Ereignis

Dieser Abschnitt gilt, wenn Sie Zeuge bei einem Ereignis sind, das Gegenstand eines
Anspruchs ist.

1. Personenbezogene Daten

Allgemeine Informationen, wie etwa Ihr Name, |hre Adresse, Kontaktdaten,
Geburtsdatum und Geschlecht.

|dentifikationsangaben, wie etwa Ihre Sozialversicherungs-, Reisepass- oder
Flihrerscheinnummer.

Informationen, die flir das Ereignis, bei dem Sie Zeuge waren, relevant sind8
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2. Sensible personenbezogene Daten

° Abhangig von der Art des Ereignisses, bei dem Sie Zeuge waren, und nur falls
relevant, kdnnen wir Informationen, die sich auf Ihre strafrechtlichen Verurteilun-
gen (einschlieBlich Straftaten, mutmaBlicher Straftaten und Gerichtsurteile oder
nicht verbiBter Strafen aus strafrechtlichen Verurteilungen) beziehen, oder An-
gaben zu Ihrem gegenwartigen oder friineren korperlichen oder geistigen
Gesundheitszustand erfassen.

o Unter bestimmten Umsténden konnen wir weitere sensible personenbezogene
Daten verarbeiten, einschlieBlich Angaben zu lhrer Rasse, ethnischen Zugehérig-
keit, Inren religiosen oder philosophischen Uberzeugungen, politischen Meinun-
gen, Ihrer Gewerkschaftsmitgliedschaft, Ihren genetischen oder biometrischen
Daten oder Angaben bezliglich Ihres Sexuallebens oder Ihrer sexuellen Orien-
tierung, falls dies fiir lhre Rolle als Zeuge relevant ist.

Makler, ernannte Vertreter und sonstige Geschaftspartner

Dieser Abschnitt gilt, wenn Sie ein Makler, der mit uns Geschafte macht, ein ernannter
Vertreter oder ein sonstiger Geschéaftspartner sind.

1. Personenbezogene Daten

° Allgemeine Informationen, wie etwa Ihr Name, |hre Adresse, Kontaktdaten,
Geburtsdatum und Geschlecht.

° Informationen (iber Ihre Arbeit, wie etwa Stellenbezeichnung, Ihr Status als
Geschéftsfihrer oder Partner, beruflicher Werdegang, Ausbildungswerdegang
und berufliche Akkreditierungen.

° Informationen, die wir aufgrund der Priifung von Sanktionslisten erhalten.

o Sonstige Informationen (einschlieBlich dffentlich zugénglicher Informationen),
die wir im Rahmen unserer Sorgfaltspriifungen erhalten.

2 Sensible personenbezogene Daten

° Informationen, die sich auf lhre strafrechtlichen Verurteilungen beziehen (ein-
schlieBlich Straftaten, mutmaBlicher Straftaten und Gerichtsurteile oder nicht
verbiBter Strafen aus strafrechtlichen Verurteilungen).

IV. Wie erheben wir
lhre Informationen?

Wir erheben personenbezogene Daten aus mehreren verschiedenen Quellen, z.B.:

° direkt von Ihnen;

° von sonstigen Dritten, die an der Verwaltung unserer Versicherungspolicen oder
Anspriiche beteiligt sind (wie etwa unsere Geschéftspartner und Vertreter, Makler und
andere Versicherer, Anspruchsteller, Beschuldigte oder Zeugen bei einem Ereignis);

° von sonstigen Dritten, die einen Dienst in Bezug auf unsere Versicherungspolicen oder
Anspriiche anbieten (wie etwa Schadensregulierer, Anspruchssachbearbeiter, Sach-
verstandige (einschlieBlich medizinischer Sachversténdiger) und sonstige Dienstleister);

° von offentlich zugénglichen Quellen, wie etwa Internetsuchmaschinen, Zeitungsartikeln
und Social Media-Seiten;

° von anderen Unternehmen der Hiscox-Gruppe;
o von Kreditauskunfteien;

° von Amtern und Datenbanken zur Erkennung von Finanzkriminalitat (wie etwa zur Be-
trugspréavention und Priifung auf internationale Sanktionen), einschlieBlich der Daten-
bank des Vereinigten Kénigreichs flir Schadensfalle- und Versicherungsaustausch
(Claims Underwriting Exchange, bekannt als ,CUE®);
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von staatlichen Behdrden, wie etwa der Polizei, der National Crime Agency (nationales
Kriminalamt des Vereinigten Konigreichs), der Kraftfahrzeugzulassungsstelle oder der
britischen Steuerbehdérde HMRC (Her Majesty’s Revenue and Customs);

von Dritten, die uns gegentiiber Angaben zu Privatpersonen machen, die ein Interesse
geduBert haben, etwas (iber Versicherungsprodukte zu erfahren;

unter bestimmten Umsténden von Privatdetektiven;
von Drittanbietern von Daten (zum Beispiel in Bezug auf Flutmodellierungsdaten); und

von unseren eigenen Websites.

V. Fir welche Zwecke
werden Ihre Infor-

mationen verar-
beitet?

Wir kdnnen Ihre Informationen fiir verschiedene Zwecke verarbeiten. Flir jeden Zweck
miissen wir eine Rechtsgrundlage haben, um Ihre personenbezogenen Daten auf diese
Weise zu verarbeiten.

Wenn die Informationen, die wir verarbeiten, als ,sensible personenbezogene Daten” gilt,
mussen wir einen spezielle zusatzliche Rechtsgrundlage haben, um diese Informationen zu
verarbeiten.

In der Regel stiitzen wir uns auf die folgenden Rechtsgriinde:

Wir missen lhre personenbezogenen Daten verarbeiten, um einen Vertrag mit lhnen
abzuschlieBen oder einen Vertrag, den wir mit lhnen geschlossen haben, zu erflllen.
Wir missen beispielsweise Ihre personenbezogenen Daten verarbeiten, um lhnen ein
Angebot zu unterbreiten oder um Ihnen eine Versicherungspolice und andere zuge-
horige Produkte (z. B. Rechtsschutz-, Kfz-Haftpflichtversicherung) bereitzustellen. Wir
stiitzen uns darauf bei Tatigkeiten wie der Bewertung Ihres Antrags, der Verwaltung
lhrer Versicherungspolice, der Abwicklung von Anspriichen und wenn wir lhnen andere
Produkte anbieten.

Wir haben eine rechtliche oder behdrdliche Verpflichtung, diese personenbezogenen
Daten zu verarbeiten. Beispielsweise verlangen unsere Aufsichtsbehdrden von uns,
bestimmte Aufzeichnungen unseres Geschaftsumgangs mit lhnen aufzubewahren.

Wir missen diese personenbezogenen Daten zur Geltendmachung, Ausiibung oder
Verteidigung unserer Rechtsanspriiche verarbeiten. Dies kann der Fall sein, wenn wir
vor Gericht verklagt wurden oder wenn wir selbst vor einem Gericht Klage erheben
wollen.

Es ist aus geschaftlichen Griinden notwendig, Ihre personenbezogenen Daten zu
verarbeiten. Wir stiitzen uns darauf bei Tatigkeiten wie der Aufbewahrung unserer
Geschaftsunterlagen, Schulungen und Qualitétssicherung und bei der Entwicklung und
Verbesserung unserer Produkte und Dienstleistungen.

Wir miissen lhre personenbezogenen Daten aus Griinden des erheblichen Gffentlichen
Interesses verwenden. Es konnte beispielsweise notwendig sein, dass wir Unter-
suchungen zu betrligerischen Anspriichen oder Geldwasche durchflihren missen.

Wenn Sie Ihre Einwilligung fiir unsere Verwendung Ihrer personenbezogenen Daten

(z. B. in Bezug auf Ihre Marketing-Préaferenzen) erteilt haben. Unter bestimmten
Umstdnden benétigen wir Ihre Einwilligung, um sensible personenbezogene Daten

(z. B. Gesundheitsinformationen) zu verarbeiten. Ohne sie knnen wir Ihnen mdglicher-
weise lhre Police nicht bereitstellen oder Anspriiche abwickeln. Wir werden immer
erklaren, warum lhre Einwilligung notwendig ist.
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Weitere Einzelheiten zu unseren ,Rechtsgriinden” flir jeden unserer Verarbeitungs-
zwecke finden Sie nachstehend aufgelistet.

1. Um Priifungen zur Betrugs-, Kredit- und Geldwaschebekédmpfung durchzufiihren.
Rechtsgriinde:

- Die Verwendung ist notwendig, um einen Vertrag mit Ihnen abzuschlieBen oder
einen Vertrag, den wir mit Ihnen geschlossen haben, zu erfillen.

- Es ist aus geschéftlichen Griinden notwendig, um Betrug und sonstige Finanz-
kriminalitat zu verhindern.

Rechtsgrund bei sensiblen personenbezogenen Daten:

- Sie haben uns Ihre ausdriickliche Einwilligung erteilt. Wir benétigen Ihre Ein-
willigung, bevor wir Innen Ihre Police bereitstellen oder flr Ihren Anspruch zahlen
kénnen.

- Wir mlssen Ihre Informationen verwenden, um unsere Rechtsanspriiche geltend
zu machen, auszuilben oder zu verteidigen.

2. Um Ihren Versicherungsantrag zu beurteilen und Ihnen ein Angebot zu unterbreiten.
Rechtsgriinde:

- Die Verwendung ist notwendig, um einen Vertrag mit Ihnen abzuschlieBen oder
einen Vertrag, den wir mit lhnen geschlossen haben, zu erfillen.

- Es ist aus geschéftlichen Griinden notwendig, um Ihren Versicherungsantrag zu
bewerten und das Antragsverfahren zu verwalten.

Rechtsgrund bei sensiblen personenbezogenen Daten:

- Sie haben uns lhre ausdriickliche Einwilligung erteilt. Wir benétigen Ihre Ein-
willigung, bevor wir lhnen Ihre Police bereitstellen kdnnen.

3. Verwaltung von Versicherungsanspriichen.
Rechtsgriinde:

- Die Verwendung ist notwendig, um einen Vertrag mit Ihnen abzuschlieBen oder
einen Vertrag, den wir mit lhnen geschlossen haben, zu erfillen.

- Es ist aus geschéftlichen Griinden notwendig, um lhren Anspruch zu bewerten
und zu erflllen sowie um das Anspruchsverfahren zu verwalten.

Rechtsgrund bei sensiblen personenbezogenen Daten:

- Sie haben uns lhre ausdriickliche Einwilligung erteilt. Wir benétigen Ihre Ein-
willigung, bevor wir fiir hren Anspruch zahlen kénnen.

- Wir missen Ihre Informationen verarbeiten, um unsere Rechtsanspriiche geltend
zu machen, auszuilben oder zu verteidigen.

4, Pravention und Untersuchung von Betrug. Dies konnte die Weitergabe lhrer personen-
bezogenen Daten an Dritte, wie etwa die Polizei, andere Versicherungsunternehmen,
Makler, Dienstleister, wie etwa Schadensregulierer, Amter fiir Betrugsprévention und
Datenbankanbieter sowie andere Finanzdienstleister beinhalten.

Rechtsgriinde:

- Die Verwendung ist notwendig, um einen Vertrag mit Ihnen abzuschlieBen oder
einen Vertrag, den wir mit lhnen geschlossen haben, zu erfillen.

- Es ist aus geschéftlichen Griinden notwendig, um Betrug und sonstige Finanz-
kriminalitdt zu erkennen und zu verhindern.

Rechtsgrund bei sensiblen personenbezogenen Daten:

- Sie haben uns lhre ausdriickliche Einwilligung erteilt. Wir benétigen Ihre Ein-
willigung, bevor wir lhnen Ihre Police bereitstellen oder fiir Inren Anspruch zahlen
kénnen.
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- Wir missen lhre Informationen verarbeiten, um unsere Rechtsanspriiche geltend
zu machen, auszuiiben oder zu verteidigen.

5. Kommunikation mit Ihnen und Beilegung von etwaigen Beschwerden von Ihnen.
Rechtsgriinde:

- Die Verwendung ist notwendig, um einen Vertrag mit Ihnen abzuschlieBen oder
einen Vertrag, den wir mit Ihnen geschlossen haben, zu erfillen.

- Es ist aus geschéftlichen Griinden notwendig, um Ihnen Mitteilungen zu senden,
Beschwerden zu erfassen und zu untersuchen und sicherzustellen, dass kiinftige
Beschwerden ordnungsgeman bearbeitet werden.

Rechtsgrund bei sensiblen personenbezogenen Daten:
- Sie haben uns Ihre ausdriickliche Einwilligung erteilt.

- Wir missen lhre Informationen verarbeiten, um unsere Rechtsanspriiche
geltend zu machen, auszuiiben oder zu verteidigen.

6. Erflillung unserer rechtlichen oder behordlichen Verpflichtungen.
Rechtsgriinde:

- Wir missen lhre Informationen verarbeiten, um unsere rechtlichen
Verpflichtungen zu erfillen.

Rechtsgrund bei sensiblen personenbezogenen Daten:
- Sie haben uns Ihre ausdriickliche Einwilligung erteilt.

- Wir missen lhre Informationen verarbeiten, um unsere Rechtsanspriiche
geltend zu machen, auszuliben oder zu verteidigen.

7. Um einen Antrag fiir unsere eigene (Riick-)versicherung zu stellen und diese in
Anspruch zu nehmen.

Rechtsgriinde:

- Es ist aus geschéftlichen Griinden notwendig, um sicherzustellen, dass wir (ber
eine angemessene Absicherung verfiigen.

Rechtsgrund bei sensiblen personenbezogenen Daten:
- Sie haben uns lhre ausdriickliche Einwilligung erteilt.

- Wir missen lhre Informationen verarbeiten, um unsere Rechtsanspriiche
geltend zu machen, auszuliben oder zu verteidigen.

8. Bei Versicherungsrisikomodellierung und Produkt- und Preisverbesserung.
Rechtsgriinde:

- Es ist aus geschéftlichen Griinden notwendig (um die Produkte und Dienst-
leistungen, die wir anbieten, zu entwickeln und zu verbessern).

Rechtsgrund bei sensiblen personenbezogenen Daten:
- Sie haben uns lhre ausdriickliche Einwilligung erteilt.

9. Bereitstellung verbesserter Qualitét, von Schulungen und Sicherheit (zum Beispiel
durch aufgezeichnete oder iiberwachte Telefonanrufe zu unseren Kontaktnummern
oder Durchfiihrung von Umfragen zur Kundenzufriedenheit).

Rechtsgriinde:

- Es ist aus geschéftlichen Griinden notwendig, um die Produkte und Dienst-
leistungen, die wir anbieten, zu entwickeln und zu verbessern.

Zusatzlicher Rechtsgrund bei sensiblen personenbezogenen Daten:

- Sie haben uns Ihre ausdriickliche Einwilligung erteilt.
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10.  Verwaltung unserer Geschaftstatigkeit, wie etwa durch Fiihren von Buchhaltungs-
unterlagen, Durchflihrung einer Analyse der Finanzergebnisse, Verwendung von
Informationen, um die internen Priifanforderungen zu erfiillen und Inanspruchnahme
von professioneller Beratung (z. B. Steuer- oder Rechtsberatung).

Rechtsgriinde:

- Es ist aus geschéftlichen Griinden notwendig (um unseren Geschéaftsbetrieb
effektiv zu verwalten).

11, Bereitstellung von Marketing-Informationen flr Sie entsprechend den Préferenzen,
die Sie angegeben haben.

Rechtsgriinde:
- Sie haben uns Ihre ausdriickliche Einwilligung erteilt.

- Es ist aus geschéftlichen Griinden notwendig (um lhnen ausgewahite
Mitteilungen iber Produkte und Dienstleistungen, die wir anbieten, zu senden).

VI.

Wem geben wir
Ihre Informationen
weiter?

Gelegentlich konnen wir Ihre personenbezogenen Daten an die anderen Unternehmen der
Hiscox-Gruppe oder an Dritte weitergeben. Wir behandeln Ihre personenbezogenen Daten
vertraulich und geben Sie nur an Dritte weiter, die nachstehend fir die in Abschnitt 5 erklarten
Zwecke aufgelistet sind,.

Wenn Sie weitere Informationen beztiglich der Offenlegung Ihrer personenbezogenen Daten
wiinschen, kontaktieren Sie uns bitte unter Verwendung der nachstehend in Abschnitt 12
aufgefiihrten Angaben.

Offenlegung innerhalb der Hiscox-Gruppe

Wir kdnnen Ihre personenbezogenen Daten an andere Unternehmen innerhalb der Hiscox-
Gruppe weitergeben, insbesondere wenn:

° eines unserer Gruppenunternehmen Ihre Police bei einem anderen Gruppen-
unternehmen platziert;

° eines unserer Gruppenunternehmen nicht in der Lage ist, Ihnen eine Versicherungs-
police bereitzustellen, ein anderes jedoch in der Lage wére, lhnen behilflich zu sein;

° wir unsere eigene (RUck-)Versicherung abschlieBen;
° dies fiir unsere betriebswirtschaftlichen Zwecke notwendig ist;

° wir Informationen zur Pravention und Erkennung von Betrug oder sonstiger Kriminalitét
verwenden; oder

° wenn wir Informationen innerhalb unserer Unternehmensgruppe preisgeben missen.
Offenlegungen gegendiiber Dritten

Wir konnen lhre personenbezogenen Daten gegenuber Dritten, die nachstehend aufgelistet
sind, offenlegen, wenn dies fiir die in dieser Mitteilung beschriebenen Zwecke relevant ist.
Dazu konnten gehoren:

° unsere Versicherungs- und Riickversicherungspartner, wie etwa Makler, andere (Riick-)
Versicherer oder andere Unternehmen, die als (Riick-)Versicherungsvermittler agieren;

° sonstige Dritte, die bei der Verwaltung Ihrer Versicherungspolice oder lhres Anspruchs
unterstlitzend tétig sind, wie etwa Schadensregulierer, Anspruchssachbearbeiter,
Buchhalter, Rechnungspriifer, Banken, Rechtsanwdlte und sonstige Sachverstandige,
einschlieBlich medizinische Sachverstandige;

° Unternehmen, die Ihnen bestimmte Dienstleistungen, wie etwa Versicherungsschutz
fr Haushaltsnotfalle, IT Sicherheit oder Rechtsschutzabdeckung bereitstellen;

° unsere Aufsichtsbehorden;
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. Amter zur Erkennung von Betrug und sonstige Dritte, die Register zur Erkennung von
Betrug betreiben und unterhalten (einschlieBlich der Kraftfahrzeugversicherungsdaten-
bank) oder Untersuchungen bei vermutetem Betrug vornehmen;

. die Polizei und sonstige Dritte (wie etwa Banken oder andere Versicherungsunter-
nehmen), wenn dies verninftigerweise fiir die Pravention oder Erkennung von Kriminal-
itat erforderlich ist;

° andere Versicherer, die unsere eigene Versicherung anbieten;

° Branchenverbénde, wie etwa Gesamtverband der Deutschen Versicherungswirtschaft
e.V., die Association of British Insurers (Verband der britischen Versicherer), Lioyd’s
Market Association (Marktverband von Lloyd’s) oder das Employers’ Liability Tracing
Office (Amt zur Ermittlung der Arbeitgeberhaftpflicht);

° Kreditauskunfteien und Dritte, die Sanktionspriifungen in unserem Auftrag durchftihren;

° unsere Drittdienstleister, wie etwa IT-Anbieter, Aktuare, Rechnungspriifer, Rechtsan-
walte, Anbieter flir Dokumentenmanagement und Postversand, Anbieter fiir aus-
gelagertes Geschaftsprozessmanagement, Contact und Service Center und Steuer-
berater;

° Dritte, die unser Direktmarketing in unserem Auftrag abwickeln (dazu gehdrt beispiels-
weise die Aufnahme oder das Ldschen Ihrer personenbezogenen Daten in bzw. von
unseren Kontaktlisten, das Versenden von Marketing-Mitteilungen und die Analyse der
Reaktionen auf unsere Marketing-Mitteilungen);

° ausgewahlte Dritte in Verbindung mit einem Verkauf, einer Ubertragung oder Ver-
auBerung unseres Unternehmens; oder

° falls erforderlich, Gerichte und andere Anbieter fiir alternative Streitbeilegung, wie etwa
Schiedsrichter, Mediatoren und der Financial Ombudsman Service (britische Finanz--
Ombudsstelle).

VII. Welc;he"MarKgating Wir kénnen lhre personenbezogenen Daten verarbeiten, um lhnen Informationen (iber
algtlwtaten flihren Produkte und Dienstleistungen bereitzustellen, die flir Sie von Interesse sein kénnten, wenn
wir durch? Sie ein Bestandskunde sind oder wenn Sie uns diesbeziiglich Ihre Einwilligung erteilt haben.

Wir haben uns verpflichtet, Ihnen nur dann Marketing-Mitteilungen zu senden, wenn Sie
ausdriicklich ein Interesse an deren Erhalt geduBert haben. Wenn Sie Marketingaktivititen
(wie z.B. den Newsletter) widerrufen mdchten, kénnen Sie dies tun, indem Sie auf den Link
JAbbestellen klicken, der in allen E-Mails erscheint, oder uns dies mitteilen, wenn wir Sie
anrufen. Ansonsten konnen Sie uns jederzeit unter Verwendung der nachstehend in Abschnitt
12 aufgeflihrten Angaben kontaktieren, um Ihre Kontaktpraferenzen zu aktualisieren.

Bitte beachten Sie, selbst wenn Sie den Erhalt von Marketing-Nachrichten widerrufen, dass
wir lhnen gegebenenfalls weiterhin dienstleistungshezogene Mitteilungen senden konnen.

VIIl.  Wie lange be- Wir bewahren Ihre personenbezogenen Daten nur solange auf, wie dies verniinftigerweise
wahren wir per- erforderlich ist, um die entsprechenden, in dieser Mitteilung dargelegten Zwecke zu erfiillen.
-sonenbezogene Wir sind auBerdem verpflichtet, bestimmte Informationen aufzubewahren, um unsere recht--
Daten auf? lichen und behdrdlichen Verpflichtungen zu erfillen8

Der genaue Zeitraum héngt von Ihrer Beziehung zu uns und der Art der personenbezogenen
Daten, die wir haben, ab. Wenn Sie beispielsweise eine Versicherungspolice bei uns ab-
schlieBen, bewahren wir Ihre personenbezogenen Daten Ianger auf, als wenn Sie ein Angebot
von uns erhalten, jedoch keine Police abschlieBen8
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Wenn Sie weitere Informationen beziiglich der Zeitrdume, fiir die Ihre personenbezogenen
Daten aufbewahrt werden, wiinschen, kontaktieren Sie uns bitte unter Verwendung der in
Abschnitt 12 aufgeflihrten Angaben.

IX. Wann versenden
wir Informationen
ins Ausland?

Wir (oder in unserem Auftrag handelnde Dritte) konnen Informationen aufbewahren oder
verarbeiten, die wir dber Sie in Ldndern auBerhalb des Européischen Wirtschaftsraums
(,EWR") erheben. Wenn wir eine Ubermittlung Ihrer personenbezogenen Daten auBerhalb
des EWR vornehmen, treffen wir die erforderlichen MaBnahmen, um sicherzustellen, dass
Ihre personenbezogenen Daten geschiitzt sind. Diese Schritte kdnnen sein, dass wir die
Partei, an die wir die Informationen ibermitteln, vertraglich verpflichten, Ihre personenbe-
zogenen Daten nach angemessenen Standards zu schiitzen.

Wenn Sie weitere Informationen beziiglich der MaBnahmen wiinschen, die wir treffen, um lhre
personenbezogenen Daten zu schiltzen, kontaktieren Sie uns bitte unter Verwendung der in
Abschnitt 12 aufgeftihrten Angaben.

X. Wie schiitzen wir
lhre Informationen?

Wir verarbeiten eine Reihe von organisatorischen und technischen SicherheitsmaBnahmen,
um lhre Informationen zu schiitzen, einschlieBlich Firewalls und Zugriffskontrollen, die wir in
regelmasigen Abstanden dberpriifen. Wir stellen ebenfalls sicher, dass unsere Mitarbeiter
eine entsprechende Schulung zur Datensicherheit erhalten.

Xl. Ihre Rechte

Nach dem Datenschutzrecht haben Sie bestimmte Rechte in Bezug auf die personenbe-
zogenen Daten, die wir (iber Sie haben. Normalerweise wird keine GebUihr fir die Bear-
beitung dieser Antrége erhoben. Sie kdnnen diese Rechte jederzeit ausilben, indem Sie uns
unter Verwendung der in Abschnitt 12 aufgefiihrten Angaben kontaktieren.

Bitte beachten Sie:

° Soweit gesetzlich zuldssig, konnen wir Inrem Antrag mdglicherweise nicht entsprechen
zum Beispiel, wenn der Antrag offenkundig unbegriindet ist. Wir werden jedoch stets
auf jedes von Ihnen gestellte Auskunftsersuchen reagieren, und wenn wir Ihrem Aus-
kunftsersuchen nicht nachkommen kénnen, werden wir Ihnen den Grund dafiir nennen.

° Unter bestimmten Umsténden bedeutet die Austibung einiger dieser Rechte (ein-
schlieBlich des Rechts auf Ldschung, auf Einschrankung der Verarbeitung und auf
Widerruf der Einwilligung), dass wir nicht in der Lage sind, Ihnen weiterhin eine Ver-
sicherung anzubieten, und kann daher in deren Stornierung resultieren. Sie verlieren
daher mglicherweise das Recht, einen Anspruch geltend zu machen oder eine Leis-
tung zu erhalten, einschlieBlich in Bezug auf ein Ereignis, das stattgefunden hat, bevor
Sie Inhr Recht auf Ldschung ausgetibt haben, wenn unsere Fahigkeit zur Abwicklung des
Anspruchs beeintréchtigt wurde. Wir werden lhnen dies zum Zeitpunkt mitteilen, zu dem
Sie Inre Einwilligung widerrufen mdchten. Die Bedingungen Ihrer Police legen fest, was
im Falle der Stornierung lhrer Police passiert.

Ihre Rechte beinhalten:
1. Das Recht auf Auskunft (iber Ihre personenbezogenen Daten

Sie haben das Recht auf eine Kopie der personenbezogenen Daten, die wir (iber Sie
haben, und auf bestimmte Einzelheiten dazu, wie wir diese verwenden.

lhre Informationen werden lhnen in der Regel schriftlich zur Verfligung gestellt, sofern
nicht anders gewiinscht oder wenn Sie die Anfrage auf elektronischem Wege gestellt
haben, wobei Ihnen in diesem Fall die Informationen, soweit mdglich, auf elektronis-
chem Wege zur Verfligung gestellt werden.
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2. Das Recht auf Berichtigung

Wir treffen angemessene MaBnahmen, um sicherzustellen, dass die Informationen, die
wir Uber Sie haben, richtig und vollstandig sind. Wenn Sie jedoch der Ansicht sind, dass
dies nicht der Fall ist, kénnen Sie uns bitten, diese zu aktualisieren oder zu andern.

3. Das Recht auf Léschung

Unter bestimmten Umsténden haben Sie das Recht, uns zu bitten, Ihre personenbezo-
genen Daten zu ldschen, zum Beispiel, wenn die von uns erfassten personenbezo-
genen Daten nicht langer fiir den urspriinglichen Zweck bendtigt werden, oder wenn
Sie lhre Einwilligung widerrufen. In gesetzlich bestimmten Féllen gilt das Recht auf
Léschung nicht. Wir kénnten beispielsweise rechtliche und behdrdliche Verpflichtungen
haben, was bedeutet, dass wir Ihrer Anfrage nicht nachkommen kénnen.

4, Das Recht auf Einschrénkung der Verarbeitung

Unter bestimmten Umsténden haben Sie das Recht, uns zu bitten, die Verwendung
Ihrer personenbezogenen Daten zu unterbinden, zum Beispiel, wenn Sie denken,
dass die personenbezogenen Daten, die wir (iber Sie haben, falsch sind, oder wenn
Sie denken, dass wir Ihre personenbezogenen Daten nicht ldnger bendtigen.

5. Das Recht auf Dateniibertragbarkeit

Unter bestimmten Umsténden haben Sie das Recht, uns zu bitten, personenbezogene
Daten, die Sie uns bereitgestellt haben, Ihnen oder einem Dritten Ihrer Wahl zu (iber-
mitteln.

6. Das Recht auf Ablehnung von Marketing

Sie konnen uns jederzeit bitten, aufzuhdren, Ihnen Marketing-Nachrichten zu senden.
Sie konnen dies tun, indem Sie entweder auf die Schaltfldche ,Abbestellen” in jeder
E-Mail, die wir Ihnen senden, klicken, oder indem Sie uns unter Verwendung der in
Abschnitt 12 aufgefihrten Angaben kontaktieren. Bitte beachten Sie, selbst wenn Sie
den Erhalt von Marketing-Nachrichten widerrufen, dass wir lhnen gegebenenfalls
weiterhin dienstleistungsbezogene Mitteilungen senden kénnen.

7. Das Recht auf Widerspruch aus Griinden der besonderen personlichen Situation

Sie konnen aus Griinden, die sich aus Ihrer besonderen Situation ergeben, jederzeit
gegen die Verarbeitung der Sie betreffenden personenbezogener Daten zum Zwecke
der oben genannten geschéftlichen Griinde Widerspruch einlegen. Wir verarbeiten
die personenbezogenen Daten dann nicht mehr, es sei denn, wir kdnnen zwingende
schutzwiirdige Griinde fiir die Verarbeitung nachweisen, die Ihre Interessen, Rechte
und Freiheiten Uiberwiegen, oder die Verarbeitung dient der Geltendmachung, Aus-
tbung oder Verteidigung von Rechtsanspriichen.

Zur Ausiibung Ihres Widerspruchsrechts kontaktieren Sie uns unter den in Abschnitt 12
aufgeflihrten Kontaktdaten.

8. Rechte in Bezug auf automatisierte Entscheidungsfindung

Gelegentlich treffen wir Entscheidungen unter Verwendung von automatisierten Mitteln,
wenn diese Entscheidung in Bezug auf lhre Versicherungspolice notwendig ist. Der
automatisierte Prozess priift die Informationen, die Sie uns bereitstellen (zum Beispiel
Angaben zum Eigentum, das Sie versichern mdchten), sowie andere Informationen, wie
etwa Postleitzahl und lokale Kriminalitdtsrate, um zu bestimmen, ob Ihr Versicherungs-
antrag angenommen werden kann, und um die Hohe des Beitrags festzulegen.

Wenn bei Ihnen eine automatisierte Entscheidung getroffen wurde und Sie mit dem
Ergebnis nicht einverstanden sind, knnen Sie uns unter Verwendung der in Abschnitt
12 aufgefiihrten Angaben kontaktieren und uns bitten, die Entscheidung zu tberprifen.

Wir treffen keine automatisierten Entscheidungen unter Verwendung Ihrer sensiblen
personenbezogenen Daten, ohne Sie zuerst um lhre Zustimmung zu bitten.
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9. Das Recht auf Widerruf der Einwilligung »

Bei bestimmten Verarbeitungen Ihrer personenbezogenen Daten bitten wir Sie um Ihre
Einwilligung. Wenn wir dies tun, haben Sie das Recht, Ihre Einwilligung flir die weitere
Verwendung lhrer personenbezogenen Daten zu widerrufen. Durch Ihren Widerruf wird
die RechtmaBigkeit der bis zum Widerruf erfolgten Verarbeitung nicht bertihrt.

Bitte beachten Sie, dass wir flir einige Zwecke Ihre Einwilligung bendtigen, um lhre
Police bereitzustellen. Wenn Sie Ihre Einwilligung widerrufen, missen wir méglicher-
weise lhre Police stornieren bzw. kdnnen mdglicherweise flir lhren Anspruch nicht
zahlen. Wir werden lhnen dies zum Zeitpunkt, zu dem Sie lhre Einwilligung widerrufen
mdchten, mitteilen.

10. Das Recht, eine Beschwerde bei einer zusténdigen Aufsichtsbehdrdeeinzulegen »

Sie haben das Recht, bei einer zustdndigen Aufsichtsbehdrde (insb. derjenigen an
lhrem Aufenthaltsort, Arbeitsplatz oder dem Ort des DatenschutzverstoBes) Be-
schwerde einzulegen, wenn Sie glauben, dass eine Verarbeitung lhrer personen-
bezogenen Daten durch uns gegen geltende Datenschutzbestimmungen verstoBt.

Das Einlegen einer Beschwerde schlieBt andere Rechtsanspriiche oder Rechtsmittel,
die Sie mdglicherweise haben, nicht aus.

XII. Kontakt

Wenn Sie weitere Informationen (iber eines der Themen in dieser Mitteilung wiinschen oder
sonstige Fragen dazu haben, wie wir Ihre personenbezogenen Daten erheben, speichern
oder in sonstiger Weise verarbeiten, konnen Sie uns per Telefon unter 0049 89 545801 100
kontaktieren oder uns eine E-Mail an dataprotectionofficer@hiscox.com senden .

Unseren bestellten Datenschutzbeauftragten erreichen Sie unter:

Daniel Kaiser
+49 89 545801100
dataprotectionofficer@hiscox.com

XIll. Aktualisierungen
der Datenschutz-
erklarung

Von Zeit zu Zeit milssen wir Anderungen an der Datenschutzerkldrung vornehmen, zum
Beispiel aufgrund von gesetzlichen oder technologischen Anderungen oder anderen Ent-
wicklungen. Sie sollten unsere Website https://www.hiscox.de/datenschutzunterrichtung/
regelmasig besuchen, um die aktuellste Datenschutzerklarung einzusehen.

Diese Datenschutzerkldrung wurde zuletzt aktualisiert am: 27.02.2018.




